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1. Introduction

Tektelic Embedded LNS Gateways simplify the integration of LoORaWAN devices with industrial
protocols such as MQTT, Modbus TCP/IP, and BACnet IP.

Depending on the intended use case, the configuration steps for these gateways may vary. To
start, ensure that all components are correctly set up as follows:

1. Initial Setup (Section 2):
o Add Gateways, Devices, and Codecs in the Embedded LNS platform.
e Enable specific protocol using Kona Link.
2. Protocol-Specific Configuration: Use Node-RED to configure and manage the supported
protocols:
e Modbus TCP/IP: Refer to Section 3.1 for detailed steps.
e MQTT: Refer to Section 3.2 for configuration instructions.
e BACnet/IP: Refer to Section 3.3 for setup guidelines.

You can see some troubleshooting tips specific for the use cases in Section 4



2. Configure Embedded LNS

1. Login to Kona Link web page using “Host Name” or “IP Address”:
e Using “Host Name”
Host Name URL: https://kona-<GW variant>-<last 6 digit GW ID>.local/
Eg: https://kona-micro-0011ab.local/
e Using “IP Address”
IP Address URL: https://<GW IP Address>/
Eg: https://192.0.2.111/
2. Log into Embedded LNS Network Server by Embedded LNS link in Kona Link Embedded LNS
link in Kona Link.

Embedded LNS

Use the links below to access the tools and configure your Industrial Gateway for your specific needs
Manage LoRaWAN devices and connect them to the BACnet or Modbus applications

Build and mar age automation flows for BACnet an

RED

d Modbus using visual programming in Node

3. Navigate to Gateway section and click Add Gateway.

Add gateway
. Gateways =D

Last seen Gateway ) N Region ID Region com:
@ Tenants
a + Online 2025-01-30 11:45:41 647fdafffe00584 Micro-647FDAFFFE0O5841 us915, us91s
Users
P APl Keys 1 10/ page

[@ Device Profile Templates

@ Regions

@ Dashboard

A Users

4. Provide the name and Gateway ID(can be found on the KONA Link home page) and click
submit.



General Tags Metadata

C <=

Description

* Gateway ID (EUIS4) * Stats interval (secs) &
<= . . .

Location

™= Leaflet | © OpenStreeiMap contributors

5. Navigate to Device Profile section.

©@ Dashboard

P Dashbeard  Configuration

R Users
Active devices Active gateways Device data-rate usage

£ APIKeys

B Device Profile Templates —Hever seen SR Inacive mE. Acive M Never seen S Ofine mmmmm Oniine — RO bRz DR3 g DRS

@ Regions
@ Tenant

@ Dashbosd

A Users

O APiKeys

= Gateways

6. Press Add Device Profile.

nants / ChirpStack / Device profiles

» Add device profile

Device profiles

Name Region MAC version Revision Supports OTAA Supports Class-B Supports Class-C
EU868 Test Profile Comfort EUB68 LoRaWAN 1.0.2 RP002-1.0.2 yes no no
uUs915 us91s LoRaWAN 1.0.2 RP002-1.0.2 yes no no
load test EUBES LoRaWAN 1.0.2 RP002-1.0.2 no no no

7. Configure device profile parameters:

e Name after the device type

e Enter Region and Regional configuration based on gateway

e Enter MAC version and regional parameters revision appropriate for your device.
Default MAC version is LoRaWAN 1.0.2 and Regional parameters revision as RP002-
1.0.2. For Tektelic devices on LoRaMAC version 1.0.4 such as Breeze and eDoctor, the
MAC version should be set to LoRaWAN 1.0.4 and Regional parameters revision as
RP002-1.0.4.

e Set ADR algorithm as Default ADR

e Leave other fields as default




General Join (OTAA / ABP) Class-B Class-C Codec Relay Tags Measurements profile template
* Name
Description
4
* Region

Region configuration &
[= | —

* MAC version @D

* Regional parameters revision (3
E— <

+ ADR algorithm (&)

I Default ADR algorithm (LoRa only) I «

8. In Codec tab choose JavaScript functions in Payload codec.

EU868 Test Profile Comfort device profile id: 82e332e4-6aed-4168-9262-36d11c610010

General  Join (OTAA/ABP)  Class-B  Class-C Ret« Measurements

Payload codec @

I JavaScript functions I «

Codec functions

Select device-profile template

Insert Decoder here

9. Contact your device vendor to obtain the decoder script. For Tektelic devices, go to LoRa
Alliance Payload Codec 1.0.0 folder in Tektelic GitHub (LoRa Alliance format).

A TektelicCommunications / data-converters Public

<> Code () lssues 3 11 Pullrequests () Actions E Projects () Security |~ Insights

P master ~ ¥ 2 Branches © 0 Tags

T kschluff-tektelic Merge pull request #5 from TektelicCommunications/seal-v1.0 &3 TcTef2d . 8 months ago  XL) 39 Commits

8 Encoders add seal 1.0 converters 8 months age

I B LoRa Alliance Payload Codec 1.0.0 I «eal 1.0 converters & months ago

B TTNV2

add seal 1.0 converters & months ago



https://github.com/TektelicCommunications/data-converters/tree/master/LoRa%20Alliance%20Payload%20Codec%201.0.0
https://github.com/TektelicCommunications/data-converters/tree/master/LoRa%20Alliance%20Payload%20Codec%201.0.0
https://github.com/TektelicCommunications/data-converters

e Choose the folder named according to your device type

Name Last commit message Last commit date
...

B agro Replaced US916 with US915 last year
B aura-flux Added separate folder for Tektelic v2 last year
M breeze Replaced US916 with US915 last year

I B comfort-vivid I « Replaced US916 with US915 last year

e Copy the code and insert it into Embedded LNS Codec functions window

@ neerajsunil Replaced US916 with Us915 Sbo3chc - 2yearsago O History

\&\ Blame 1384 lines (1370 loc) - 37.6 KB »ﬂ“ Z - @

v function decodeUplink(input){

1
2

3 var decoded_data = (};

4 var decoder = [1;

s var errors = [];

6 var bytes = convertToUint8Array(input.bytes);

7 decoded_data['raw’] = toHexString(bytes).toUpperCase();
8 decoded_datal fPort ) - input.fPort;

10. Navigate to the Application section.

@ Dashboard

& Tenanes Dashboard  Configuration

A Users
Active devices Active gateways Device data-rate usage
£ AP Keys

Bl Device Profile Templates S Never seon W inacive EEEEN Actve S Neverseen EEEEM Ofine mmmmm Onine DR3

® Regions

© Dashboard ‘

A Users

]

P APIKeys
B Device Profiles
¥ Gateways

& Gateway Mesh

8 Applications

11. Create a new application or pick an existing one. You need application for each type of
device so it's recommended to name application after a device type.

Applications Add application

Mame Description

Your Application Name | ffmsm

12. Press Add Device.



[Comfort Sensor Test application id: cf636d8a-2785-4ade-a10e-e6c91436996d ﬁ

Devices  Multicastgroups  Relays  Application configuration  Integrations
»
Last seen DevEUI Name Device profile Battery
Never 871832d7184a5c62 Comfort EUB68 Device Test EU868 Test Profile Comfort

13. Configure device parameters:

e Name

e DevEUI (Device Unique Identifier)

e JoinEUI (Join Server Identifier)

e Device profile (chose existing from the dropdown list)
e Application Key (on submit)

Device  Tags  Variables

* Name

Comfort EUB6S Device Test

Description

* Device EUI (EVIB4) Join EUI (EUI64) &

« 8718a2d7¢84a5c62 « Mse c o
* Device profile
EUS68 Test Profile Comfort «

Device is disabled Disable frame-counter validation &)

14. Press Submit. Before moving on to Protocol Configurations in Node Red, Gateways,
Devices and Codec should be registered and configured correctly. And Device should join
and start sending uplinks successfully.



3. Application Specific Configurations
3.1 Connecting to Modbus TCP/IP

NOTE: Before moving on to Modbus Configurations in Node Red, Gateways, Devices and Codec
should be registered and configured correctly. And Device should join and send uplinks successfully.

1. Login to Kona Link web page using “Host Name” or “IP Address”:

e Using “Host Name”

Host Name URL: https://kona-<GW variant>-<last 6 digit GW ID>.local/

Eg: https://kona-micro-0011ab.local/

e Using “IP Address”
IP Address URL: https://<GW IP Address>/
Eg: https://192.0.2.111/

2. In SET UP WIZARDS section use Modbus Set Up to enable Modbus

SET UP WIZARDS

3. Follow the Node-RED Web Ul link in Embedded LNS subsection in Kona Link

SETUP WizARDS.

Embedded LNS

¢ Embedded LNS

Node-RED Web U | <«

RED.

M

Use the links below to access the tools and configure your Industrial Gateway for your specific needs.

Manage LoRaWAN devices and connect them to the BACnet or Modbus applications.

Build and manage automation flows for BACnet and Modbus using visual programming in Node-

4. Inanew flow go to menu and select Import




5. Go to section Local and select Modbus Server flow:

Import nodes

~ & Local
~ © flows

Clipboard

[ BACnetServer json

Exam O GetUplinks json
[ ModbusClient json
i <=
O MQTTjson
[ SendDownlinks json

Importto | current flow newilw|

6. In the Modbus Server flow and in the Get Uplinks from Embedded LNS node, configure
the following. Set the subscription topic to match the one being used by your LoRaWAN
device (e.g., device uplinks) or leave default.

Edit mqtt in node
o | e 2
%+ Properties | @ @ @
@ Server | localhost 1883 v \ # ‘
Action ‘ Subscribe to single topic
== Topic I application/+/device/+/event/+ I «
®Qos ‘ 0 v‘

7. In Mapping Uplink Fields to Modbus Register Addresses node click on the On Start tab.

Edit function node

Delete Cancel -
1 Properties | 8B =

W Name Mapping Uplink Fields to Modbus Register Addresses a8~

S - lm

1 // Only edit the the below 1ist of objects/mapping variable ‘B < |

2 // An example object is provided below -5

3 const mapping = [ -

4

s "DevEUI": "647fdaeeeeelecae”, |

6 “Attribute": “hall_effect_count”, e

7 "DataType™: "int", ——

8 “address”: 40001 T

9 b

1e {

1 "DevEUI": "647fdaeeeeelecae”,

12 “Attribute”: "extconnector_count”,

13 “DataType": "int",

14 “address”: 48092

15 }

16 {

17 “DevEUI": “647fdaeeeedlecae”,

18 “Attribute”: “relative_humidity",

19 “DataType™: “float"”,

20 “address”: 40003

21 i

22 {

23 “DevEUI": "647fdaeeeeelecae”,

24 “Attribute": “ambient_temperature”,

25 “DataType": "float",

26 “address”: 4005

~
N
b~




9.

Add a mapping object for all possible uplink fields for each and every device you would
like. The four attributes required for each mapping object are as follows:

e DEVEUI: The device EUI for a given device

e Attribute: The uplink field name exactly as it is written in the decoded uplink object.

e DataType: Choose between float (decimal number), int (16-bit unsigned integer) and
int32 (32-bit signed integer). Please note that floats and int32 require 2 contiguous
registers. So, for example, if you have an uplink field that is a float assigned to register
40001, then both 40001 and 40002 register addresses are unavailable.

e address: The Modbus register address that you would like the above specified
attribute to write to.

Deploy the changes. The data from the uplink should now be available in Modbus format.

3.2 Send Decoded Uplink to External MQTT Broker

1.

2.

3.

Login to Kona Link web page using “Host Name” or “IP Address”:
e Using “Host Name”
Host Name URL: https://kona-<GW variant>-<last 6 digit GW ID>.local/
Eg: https://kona-micro-0011ab.local/
e Using “IP Address”
IP Address URL: https://<GW IP Address>/
Eg: https://192.0.2.111/
Follow the Node-RED Web Ul link in Embedded LNS subsection in Kona Link

? KONA Link Orower  (IHOME [ siGN our

SET UP WIZARDS.

Embedded LNS

Use the links below to access the tools and configure your Industrial Gateway for your specific needs.

NETWORK

* Embedded LNS
Manage LoRaWAN devices and connect them to the BACnet or Modbus applications.

Node-RED Web Ul | <«

Build and manage automation flows for BACnet and Modbus using visual programming in Node-
RED.

In a new flow go to menu and select Import




4. Go to section Local and select MQTT.json flow for your application:

Import nodes

Clipboard ¥ 8 Local
~ P flows

Local

[ BACnetServerjson

[ GetuUplinks json

Exam
[ ModbusClient json
3 ModbusServer.json
<
[@ SendDownlinks.json

Import to current flow new flow

Cancel

5. In Send External MQTT Broker node in Server field enter the address of the MQTT broker
you wish to use

Modbus Server Modbus Client ) @ @ 20| Edit mqtt out node
1 Delete ar
| click on the below comment then the Info icon on the top right and view the explanation on the bottom right of the flow and what needs to be dg

% Properties & B HE

» I Q Server broker hivemq.com:1883 v I Vs

& Topic application/ex_app/device/ex_dev/eventex_event

! £ ) @ Qos 0 v D Retain false v

& etpecoveaupink  —f)  senaito External MaTT BroKer
E % Name Send to External MQTT Broker

Tip: Leave topic, qos or retain blank if you want to set them via msg
properties.

6. Deploy the flow.
3.3 Connecting to BACnet IP

NOTE: Before moving on to BACnet Configurations in Node Red, Gateways, Devices and Codec
should be registered and configured correctly. And Device should join and start sending uplinks
successfully.

1. Login to Kona Link web page using “Host Name” or “IP Address”:

e Using “Host Name”

Host Name URL: https://kona-<GW variant>-<last 6 digit GW ID>.local/
Eg: https://kona-micro-0011ab.local/

e Using “IP Address”

IP Address URL: https://<GW IP Address>/

Eg: https://192.0.2.111/




2. In SET UP WIZARDS section use BACnet Set Up to enable the BACnet server

SET UP WIZARDS

[oocr ] <G

3. Follow the Node-RED Web Ul link in Embedded LNS subsection in Kona Link

? KONA Link Qrown  (Ywome [ sewour

ST P wzARDS

Embedded LNS

Use the links below to access the tools and configure your Industrial Gateway for your specific needs.
o

* Embedded LNS

Manage LoRaWAN devices and connect them to the BACnet or Modbus applications.

Build and manage automation flows for BACnet and Modbus using visual programming in Node
RED.

4. Inanew flow go to menu and select Import

5. Go to section Local and select BACnetServer flow for your application and click Import

Import nodes
Clipboard ~ 8 Local
v @ flows
Local
[3 BACnetServerjson
Examp D Getuplinks json
[ ModbusClient json
[ MoabusServer json
0 MQTTjson
[ SendDownlinks.json
Importto | cumentflow = new flo
R D




6. In BACnet Server flow press the BACnet Server information node to get extra instruction

Flow 1 BACnet Server + - i info i & % o 8 ~

For more information on this sample flow, ciick on the beiow comment then the Info icon on the top right and view the explanation on the bottom right of the fiow and what needs to be don Tlows
> %

> Subfiows
> Global Configuration Nodes

<
BACnet Server LG

Node “e5at4de157face63"
Type comment

[ cutpssn i’ —

show more |

BACnet Server

BACnet Server

Get LoRaWAN sensor data from Chirpstack LNS and
map to BACnet objects and send to internal BACnet

P [
Thisis a sample flow that interacts with the BACnet server on the

gateway. In this flow, to send uplinks as BACnet objects to BACnet
server, the user is expected 10 do the following

1. Get Uplinks from Chirpstack LNS node - The default
subscription topic Is the defauit topic from Chirpstack LNS. But
you can update the subscription topic to the subscription topic
that the uplinks are being sent to

Note: You have to deploy your flow by clicking the button on the top
right to apply any changes made to the Node-RED flow.

7. After implementing needed changes deploy flow

3.4 Get Decoded Uplinks from Chirpstack LNS to Node Red

1. Login to Kona Link web page using “Host Name” or “IP Address”:

* Using “Host Name”

Host Name URL: https://kona-<GW variant>-<last 6 digit GW ID>.local/
Eg: https://kona-micro-0011ab.local/

e Using “IP Address”

IP Address URL: https://<GW IP Address>/

Eg: https://192.0.2.111/

2. Follow the Node-RED Web Ul link in Embedded LNS subsection in Kona Link

Orower (I HOME  [> SiGN OU
SET UP WIZARDS
Use the links below to access the tools and configure your Industrial Gateway for your specific needs.
NETWORK
* Embedded LNS

Manage LoRaWAN devices and connect them to the BACnet or Modbus applications.

Node-RED Web U1 | <«
svstem

Build and manage automation flows for BACnet and Modbus using visual programming in Node-

RED.

3. Inanew flow go to menu and select Import



4. Go to section Local and select GetUplinks flow for your application:

Import nodes

Clipboard v 8 Local

~ i flows

Local [3 BACnetServer.json

Examp) I [ Getuplinks.json I -

[ ModbusClient json

[3 ModbusServerjson
3 MQTT.json

[3 sendDownlinks.json

Importto | currentflow = new flow

Cancel

5. On the incoming warning message, click View nodes.

Some of the nodes you are importing already exist in your
workspace.

Import copy

6. On the Import nodes window, ensure that only Get Uplinks is checked, then click Import
selected.

Import nodes

Some of the nodes you are importing already exist in your workspace

Select which nodes to import and whether to replace the existing nodes
or to import a copy of them

Flows

|8 > & Getupinks | -

Configuration nodes

O localhost: 1883 eplace

Cancel Import selected




7. In GetUplinks flow configure Get Uplinks from Embedded LNS MQTT Server input node:
1.1. Server: localhost:1883 for Embedded LNS

1.2. Topic: Set the subscription topic to match the topic of your LoRaWAN device (e.g.,
device uplink).

Get Uplinks Edit mqtt in node

For more information on this sample fiow, ciick on the below comment then the Info icon on the top right and view the expianation 0 © Properties

» Ig\-v ver localhost 1883 v 2 I
Action 1! single toph

» IEM;‘ application/+/device/+/event/+ I
® QoS 0

Get Uplinks

L' Get Upiinks from Chirpstack MQTT Broker I «
Z:"' Decode MQTT Broker into JSON [up] 5 _ @ Output auto-detect (parsed JSON object, string or buf v

8. Once you receive the uplink data, use a function node to process it. You may need to

decode the payload using a data converter if Embedded LNS is set up with the correct
profiles.

9. After decoding the data, you can use it to trigger other actions, such as sending data to a
database, displaying it on a dashboard, or forwarding it to other systems.

10. Deploy the flow.




4. Troubleshooting

4.1
1.

Sending Downlinks to Embedded LNS

In a new flow go to menu and select Import

2.

Go to section Local and select SendDownlinks flow for your application:

Import nodes
Clipboard o = LEE
~ © flows

Local [@ BACnetServer.json

Examp| 3 Getuplinks.json
[3 ModbusClient.json
[ ModbusServer.json
3 MQTTjson
[3 SendDownlinks json -

Importto | current flow l
e D

Click twice on Send Downlink and configure deveui, fPort and payload for your device
according to the device documentation. For Tektelic devices, you can use the KONA Atlas

tool to generate the payload.

Send Downlinks Edit function node

Delete

For more information on this sample flow, click on the beiow comment
& Properties
-~ % Name Create Downlink
Trigger Downlink
£+ Setup On Start On Message
e 1
Click to Trigger Downlink | —— Create Downlink 2 return {
1 3 [devEui: "@3405078713a0030", | <
4 [fPort: 1, |
1 5 confirmed: true, _
6 |payload: "17@608" | =
7 b

On Stop

To get the DevEUI go to Application section in Embedded LNS and pick the application.

In Devices section pick the DevEUI of the Device.




test application application id: f392a5f0-6289-4291-92¢9-06201a3d5193

© Network Server

© Dashboard
& Tenants Devices Multicast groups
R Users
P APl Keys

Last seen

Device Profile Templates

@ Regions 2024-11-15 13:28:52
Gr Tenant 2024-11-15 13:20:36
© Dashboard h
2024-11-15 14:43:53
R Users
2024-11-15 12:59:19
£ APl Keys

B Device Profiles

= Gateways

@ Gateway Mesh

[ 5 oo ] <f—

5.

Relays

DevEUI

034050787f3a21870

034050787f3a1871

034050787f3a21872

034050787f3a1874

sensor 6

sensor 8

Device profile

uss1s

us91s

us91s

us915

R
Delete application

Battery

[I] 10/ page

In Embedded LNS go to API Keys section and press Add API Key

] <

[ Device Profile Templates

6bb52190-4895-419f-95¢0-87195b84b6e3

API keys
& Network Server
@ Dashboard
D
@ Tenants
R Users

5a3174b9c-bfdc-446d-99a9-30dc74d60beS

Name

Comfort API Key Test

load test

» Add API key

Action

o

o

6. Record and copy the APl key then press Back. It is critical that this key is recorded as it
cannot be viewed again in the future. If the key is lost, you will need to generate a new

ChirpStack Network-server / APl keys / Add
Add APl key

© Network Server

@ Dashboard
Use the following API token when making AP! requests. This token can be revoked at any time by deleting it. Please note that this token can only be retrieved once:
@ Tenants
@y)OeXAIOUKV 1QiLCInbGCiOiIUzI 1NiJ9.2yIhdWQiOijaGlycHN FjaylsinN1Yilljl JyOTIiL OCThZ]ViLTUZNmUwNDImNTYxNilsinRS<CI6ImtleS)9.ErN 1r1nmhI0ué 1HIDyuKu5 1 uBozbKj2asvKA2Fhe

A Users . ass
P APl Keys

@ Device Profile Templates

Back in NodeRED:

double click on Send Downlink to Embedded LNS
make sure the Server is localhost:8080
insert APl Token (Key) you got from Embedded LNS into API Token line

press Done and then after window closes press Deploy




Send Downlinks

Edit device downlink node
For more information on this sample fiow, click on the below comment then the Info icon on the top right and view t/

 Properties

o
» I & Server localhost:8080
L]
n r Downilink =
gger Downink & UseTLS 0
&, API Token
) [o] - I =

| Click to Trigger Downlink Create Downlink

zll Send Downlink to Embedded LNS l

Encoding HEX v
¥ Name Send Downlink i} Embedded LNS

8. Click Deploy

=< Node-RED

=" Deploy
o Flow 1 @ | Send Downlinks

- i info i 8
5 Q
For more information on this sample flow, click on the below comment then the Info icon on the top right and view t Flows
> B Flow 1

9. Trigger downlink by pushing the activating button

Send Downlinks

Click to Trigger Downlink —  ———

Create Downlink - Send Downlink to Embedded LNS

4.2 Configure a Modbus Client

1. In anew flow go to menu and select Import

2. Go to section Local and select Modbus Client flow:




Import nodes

Clipboard v 8 Local

~ ¥ flows
Foeal [ BACnetServer.json
Examp) [ GetUplinks.json

[ ModbusClient.json -

[ ModbusServer.json
[ MQTTjson

B SendDownlinks.json

Importto = cumentflow new flow

Cancel

3. Onthe incoming warning message, click View nodes.

Some of the nodes you are importing already exist in your

workspace.
» View nodes Import copy

4. On the Import nodes window, ensure that only Modbus Client is checked, then click

Import selected.

Import nodes

Some of the nodes you are importing already exist in your workspace.

Select which nodes to import and whether to replace the existing nodes,
or to import a copy of them.

Flows

|9 > E5 Modbus cliemt | «

Configuration nodes
0O [ ] modbus-tcp@127.0.0.1:502 eplace

Cancel Import selected

5. In Modbus Client flow in Read Register Values node:

e Address: 40001
e Quantity: 20 (means read 20 registers starting at the 40001 Modbus register address)

e Poll Rate: 60 seconds (value update time period)




e Update the server address

Modbus Client Edit Modbus-Read node

tion on this sample flow, cick on the below comment then the INfo icx © Properties

Settings

| <

| <—

[] -

6. Deploy changes. After that you can activate push button to read the Modbus register

values.

BACNet P + - i info i

Get Uplinks Send Downlinks Modbus Client Modbus Server

For more information on this sample fiow, click on the below comment then the Info icon on the top right ai

Modbus Client

Flows

B9 Get Uplinks

E9 Send Downlinks

B9 Modbus Client

£9 Modbus Server
£9 BACNet

£9 BACnet Room
B9 BACnet Tests

B9 Modbus Server

£9 Modbus Client

4.3 View Uplink Messages

1. In aright panel select the debug icon represented by a bug.

Modbus Server

~ common

[
complete

status

link in E
o / 0

2. In the nodes filter menu click on selected nodes



3. Select the flow you

i debug i@ %| (& ~
» Y selectednodes ~ | | @all ~
(O all nodes
» @ selected nodes...
O current flow
want to view uplinks for
iF debug i 8 ® & 2 -
Y selectednodes v | | @all ~
select all select none x

> [J Send Downlinks

> [ Modbus Server

~ [ Get Uplinks] <«

| Uplink with Decoded Uplink Object }gl ﬁ

4. You will be able to see decoded Uplink messages.

’ﬁdebug i &8 x % 2 -
Y selected nodes « @al ~

172212025, 2:00:54 PM node: Uplink with Decoded Uplink Obj| «
msqg.payload : Object
vobject

deduplicationId: "9e7a%9c12-859c-4blc-901c-
c622f9913a2d"

"2025-01-22T22:00:53.600405858+00:20"
» deviceInfo: object
devAddr: "@e@fbd51la”

time:

adr: true
dr: @

fCnt: 9257
fPort: 10
confirmed: true

data: "A2cAwwD/AS4="

vobject: object
battery_voltage: "3.@2"
fPort: 10
ambient_temperature: “19.5"

raw: "93 67 @@ C3 @0 FF 01 2E"




